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[bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes to update the key issue#1 on how to identify the User Identifier that is associated with a UE's traffic.


1. Discussion
In the key issue 1, the first bulletin is 
-	whether and how the 5GC supports identifying the User Identifier that is associated with a UE's traffic,
But in the clause 4.1, it has assumed that
-	When the user identifier applies to a human, only a single user identifier is active with a UE subscription at a given time and it is assumed that the specific user identifier is associated with all of the UE's traffic during the time that specific user identifier is active with the UE's subscription.
NOTE 2: 	A user is considered active if the associated user identifier has been authenticated and authorized to use a linked subscription to access the 5GS. 
It means, when a User identifier is active, all the UE's traffic is associated with this User identifier. So the first bulletin of the key issue#1 is related to the User identifier activation. But this has been covered by Key issue#2.
-	how are users authenticated and how and for what are users authorized;
-	how the network restricts the usage of User Identifiers, including in roaming scenarios.
So it proposes to change this bulletin to:
-	whether and how the 5GC (e.g. SMF ) supports identifying the traffic of PDU session is associated with a User Identifier,

2. Proposal

It is proposed to accept the change to 23.700-32.


>>>> Start of Change <<<<


[bookmark: _Toc157447953][bookmark: _Toc157692388]5.1	Key Issue #1: Identifying the Human User of a Subscription
[bookmark: _Toc157447954][bookmark: _Toc157692389]5.1.1	Description
This key issue focuses on how to support identifying the human user of a UE's 3GPP subscription when the human user access services via the 5GS using a user identifier. Solutions to this key issue will address:
[bookmark: _GoBack]-	whether and how the 5GC (e.g. SMF ) supports identifying the User Identifier that is associated with a UE'straffic of PDU session is associated with a User Identifier,
-	requirements related to the User Identifiers e.g. scope of uniqueness and how they are assigned,
-	what information is stored as part of the User Identity Profile (e.g. a User Identifier, associated security credentials, associated devices, user specific QoS settings). Including how User Identity Profiles are created/acquired, stored, and updated,
-	whether and how User Identifiers are linked and unlinked (i.e. associated) with 3GPP subscriptions in an operator-controlled manner, and
-	whether and how user specific policies, e.g. QoS settings, are taken into account by the 5GS in order to provide service differentiation.

>>>> End of Change <<<<
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